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Jason LeRoy
216 E. McNutt 5t.
Houston, PA 13342

March 18, 2004

FLC Chairman Michael Powel?
Federal Communicatiens Commission
445 12th Street SW

washington, DC 206554

FCC Chairman Powell:

A5 a concerned individual, I am writing to express my spposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internat Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers hy trying to force the industry to actually build its systems arocund
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with & peephole for law enfarcement to look thraugh.

I am very caoncerned that this reguirement represents an end—run arcynd
Caongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sgurces 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful halance.

1 understand that by requiring a master key to cur personal communications, the
government is creating the very real potential far hackers and thieves or
EYEN reogus government agents to access our personal communications. Fast
effarts to provide this sort of hackdoor access hawve not heen successfyl and
only created a rich cpportuynity for hackers. :

once aggain, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jason LeRoy
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Willjam Sibley

34435 NW Walnut Blvd
Carvallis, OR 87330

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commissiaen
445 12th Street SW

Washington, DC 20554

FCC Chairman Fowell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allgw
the FBI to cenduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to ltook through.

I am very <oncerned that this regquirement represents an end—run around
Congress. iLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources }ike phone companies and data
sources Tike e-mail. The FBRI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key tc our personal communications, the
government is creating the very real potential for hackers and thieves ar
geven rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers. :

Once again, I urge you to gppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolsgies should have built—in
wiretapping.

I loak forward toc hearing vour thoughts on this matter.

Sincerely,

William Sihley
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Lacke Prestwich

865 S BED W
Cedar City, Utah 84720

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC- 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not belieye this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build fts systems around
government eavesdropping. It is the eguivalert of the government reguiring all
new homes be buitt with a peephole for law enfercement to losk through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
wolld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persenal communications, the
government is cresting the very real potential for hackers and thieves or
even rogue government agdents t0 access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
oenly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincarely,

Locke Prestwich
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Andrew Grenier
40 W. 13th Street 1S
New York City, New York 10011

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20534

Fcc Chaijrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these syisting
powers hy trying to force the industry to actually build its systems around
government eavesdropping. Tt is the ecguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to lpok through.

I am very concerned that this reguirement represents an end-run around
Congress., Lawmakers, after extensive deliberations., sef up boundaries for how
the FBI can coilect information between sources Tike phone compapies apd data
sources like e-mail. The FBI 5 aggressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful balance.

I understand that by reguiring a master kesy to our personal communications, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents te access our personal cammunicaiions. past
efforts te provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built-—in
wiretapping.

I iook forward to hearing your thoughts on this matter.

Sincerely,

Andrew Grenier
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Norma Struthers

1003 Parkyiew B1vd
Colorado- Springs, CO BG30K

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chafrman Powell:

As a cancerned individual, T am writing to express my opposition to the
Pepartment of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding iaws already
require Internet Service Providers and Internet telephone companies tc allow
the FBI to conduct surveillance. The FRI is going far bevond these existing
powers by trying to force the industry te actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes ke built with a pesephole for law enforcement to look through.

Irag’s new constitution assures privacy why are we due any less in the L.5.A.7

I am very concerned that this requirement represents an end—run araund
Congress. lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between scurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and sxpansive reading of the law
woyld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential far hackers and thieves or
even rogue gavernment agents  tgo access our persaonal communications. Past
efforts to provide this sort af backdoer access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatian technologies sheuld have built—in
wiretapping.

I look forward tec hearing vyour thaugﬁts on this matter.

Sincerely,

Norma Struthers




lue £4 Mar 2004 10:96:43 AM _EST p. 3
gregaory mcclure

111 Jeal Road
Wahaiwa, HI 96786

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

washingtaon, 0C 206554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s reguest that all npew Internet communication services be
required to have buyilt—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The fBI is going far bayond these existing
pawers by trying to force the industry to actually buiid its systems around
gevernment eavesdropping. It is the equivalent of the government requiring all
hew homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticens, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and espansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communicatiens. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich spportunity far hackers.

Once again, I urqe you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Gregory &, McClure
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a1fred wilsan

5027 Barringten Circle
Sarasota, FL 34234

March 18, 24804

FCC Chairman Michzel Powell
Federal Communications Commission
445 12th Street SW

Washingtorn, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to zllow
the FEI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. Tt is the eguivalent of the government reguiring ail
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phore companies and data
sgurces like e-mail. The FBI s aggressive and expansive reading of the Jlaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key ta our personal.communications, the
government 1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatiaons. Past
efforts to provide thic sort of backdoor access have not been successful and
oniy created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

I Tock forward to hearing vour thoughts on this matter.

Sincerely,

a1fred W. Wilsaon
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JTesse Lynnae Braxton

718 Guifwind Road
Chesapeake, VA 23320

March 18, 2004

FCC Chajirman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this reguirement is hecessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gevernment requiring all
hew homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communicatians. Past
efforts to provide this sart of bhackdoor access have not been successful and
only created a rich opportunity for hackers.

Once agajin, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping. :

I Jook forward to hearing your thoughts an this matter,

Sincerely,

Jesse Lynnae Braxtan
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william galli

16 parker st.
n.adams, ma 01247

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 205354

FCC chafrman Powell:

&5 a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not bhelieve this reguirement is necessary. Longstanding Taws already
regquire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FRI is going far bevond these existing
powers by trying te force the industry to actually build its systems around
gavernment eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aygressive and expansive reading of the law
would bypass the legislative process to alter that carsful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department af
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely.

william galli
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daron Hedges

2141 P St NW K963
Washington. DC 20037

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington. DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FEI to conduct surveillance. The FBI is going far bevond thess existing
powers by trying to force the industry to actually build its systems arocund
government eavesdropping. It is the zguivalent of the gavernment reguiring al}
new homes be built with a peephole for law enforcement to logk through.

I am very concerned that this reguirement represents an end-run arcund
Congress. iawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources liks phone companies and data
sources l1ike e-mail. The FBEI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government 1s creating the very real potential for hackers and thieves ar
gven rogue government agents to access our personal communications. Past
gfforts to provide this sort of hbhackdoor access have not heen successful and
oniy created a rich opportunity for hackers.

gnce again, I urge vou to oppose the dangerous suggestion of the bepartment of
Justice that our new Intermet communicatian technologies should have built—in
wiretapping.

I lTocok forward to hearing your thoughts on this matter.

Sincerely,

Aaron Hedges
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Marc Lonof
300 Appietree Court”
Northbrook, IL 80082

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JYustice s regquest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this reguirement is nscessary. Llongstanding Jaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gqoing far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavasdropping. It is the eguivalent of the government requiring all
new homes be bujlt with a peephole for Taw enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect information hetween sources Jike phone companies and data
soyrces 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legisltative process to alter that careful balance.

I understand that by requiring a master key to cur personal cammunications, the
gaovernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effoerts to provide this sort of backdoor access have nat been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet commurnicatian technaiogies sheuld have built—in
wiretapping.

I Took forward to hearing your theoughts on this matter.

Sincerely,

Marc Lonoff
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Jeff Siobsey

1032 Mulberry Way
Washyille, TN 37202

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20534

FCC Chairman Powell:

Ads a concerned individual, I am writing to express my apposition ta the
Department of Justice s request that.all new Internet communication services be
required to have built~in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to ailow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. Tt is the squivalent of the government requiring all
new homes be built with a psephole for Taw enforcement to leok through.

I am very concarned that this reguiremsnt represents an end—run around
Congress. tawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect informatian between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I uvnderstand that by requiring a master key to our parsonal communications, the
government is creating the very real potential for hackers and thieves or
Bven rogue government agents to access ocur personal communications. Past
efforts to provide this sort of backdoor access have not heen suyccessful and
only created a rich apportunity for hackers.

Once again, I urge vouy to oppose the danhgerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have buiit-in
wirstapping.

I Took forward to hearing your fhoughts on this matter.

Sincerely,

Jeff Slobey
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Elizabeth Fineraon

845 N Spruce #5
Colarado Springs, Colorado 80905

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissicn
445 12th Street SW

Washington, 0C 20594

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppesition to the
Department of Tustice s reguest that alil new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdraopping. It is the equivalent of the government requiring ali
hew hames he built with & neephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries foar how
the FBI can collect infarmation between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislatiwe process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents ta access our personal communications. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, T urge ycu to oppose the dangerocus suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing yvour thoughts on this matter.

Sincerely,

Elizaheth J. Fineron
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Zach Davidsan

5948 Maurie Dr.
Watauga, TX 7b148

March 12, 2004

FC¢ ¢hairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingten, BC 20554

FCC Chairman Powell:

As a concerned individual. I am writing to express my opposition to the
Department of Justic<e s request that all new Internet communi<ation services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephaone companies to allow
the FBI to conduct surveillance. The FEI is going far beyond these existing
powers by tryving to farce the industry te actually build its systems around
gavernment eavesdrapping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up bsundaries for how
the FBI can collect informaticn hetween sources 1ike phone companies and data
sagurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to aiter that careful halance.

I understand that by requiring a master key to sur personal communications, the
government is creating the very real potential for hackers ard thieves or
even rogue government agents to access aur persspal communicaticons, Past
efforts to provide this sart of backdoar access have not been successful and
oniy created a rich oppartunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I jook forward to hearing.your thoughts on this matter.

Sincerely,

Zach B. Davidson
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Esther T. Barber

219 Ridge Roagd
New Durham, NH 03855

March 18, 2004

FCC Chatirman Michael Powell
Federal Cemmunications Commission
445 12th Street SW

washington, 0C 20554

FCC Chairman Powel?l:

&s a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that a1l new Internet communication services be
required to have built-in wiretapping access.

I DO NOT bhelieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is5 going far beyond these existing
powers by trying to force the industry to actuzily build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Jook through.

T am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect infermation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatigns, the
government is creating the very real potential for hackers and thieves ar
even rogue gavernment agents to access ouyr personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
anly created a rich opportunity for hackers.

Once again, I urae vou to oppose the dangerous suyggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thsughts on this matter.

Sincerely,

Esther T. Barher
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LaFaye C. Sutkin

1221 W. Palm Ave.
Redlands, €& 32373

March 18, 2004

FCC Chairman Michael Poweil
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of JTustice s reguest that all new Internet <ommunication services be
reguired to have built—-in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telepheone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to ferce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with 3 pesphole for law enforcement to look through.

I am very cencerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
saurces 1ike e-mail. The FBI s aggressive and ewpansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very resl potential for hackers and thieves or
gyen rogue gaovernment agents to access our personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
ohly <reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have bhuilt-in
wiretapping.

I look forward to hearing your tHoughts on this matter.

Sincerely,

LaFaye €. Sutkin, Ph.D.
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Denise Rohifs

22 Cranbrook Ct.
Centerport, NY 11721

March 18, 2004

FCC Chairman Michaet? Powel]
Federal Cammunications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

8s a concerned individual, I am writing to express my opposition to the
Department of Justice s reqguest that ail new Internet communication services bhe
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane c<cmpanies to allow
the FBI to conduct surveiilance. Tha FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be bhuilt with a peephole for law enforcement to loeck through.

I am very concerned that this reguirement represents an end—run argund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
saurces Jike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key toc our personal communications, the

government 1s creating the very real potential far hackers and thieves or

even rogue government agents  to access our persanal communications. Past

efforts to provide this sort of backdoor access have not been successful and
“only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet <ommunication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

benise Rohlfs
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tom maclean

n. o. box 309
Ashfield, MA 01330

March 18, 2004

FCC Chairman Michael Powell
Federal Caommunications Commission
445 12th Street SW

Washington. 0DC 20554

FCC chalrman Powell:

fs a caoncerned individual, I am writing to express my oppgsition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement 15 necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to aliow
the FBI to conduct surveiilance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the esquivalent of the government reguiring all
new homes be built with a peephole for law enforcement to losk through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmskers, after extensive deliberatiens, set up boundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources 11ke e-mafl. The FBI s aggressive and expansive reading of the Taw
wauld bypass the lesislative process to alter that careful balance.

I understand that by reguiring a master key to cur personal caommunicatiens, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that sur new Internet communication fechnoiogies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter. Further, T pledge to
take whatever ponviolent action I ca conceive to thwart this despicable
legislative step should it be implemented.

Sincerely,

tom maclean
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Maria Steriti

260 Main St.. PO Box 246
Leeds, MA 01053

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washingten, 0C 20554
FCC Chafrman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Fustice s request that all new Internet communication services he
required to have builit-in wiretapping access.

I do not helieve this requirement is nacessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FEI i¢ going far beyond these existing
powers by trying to force the industry to actually build its systems around
governmaent eavesdropping. It is the equivalent of the gavernment requiring all
new homes he built with a peephole for law enforcement toc leok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers., after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to aiter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to pravide this cort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suyggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lgok forward to hearing your thoughts on this matter.

Sincerely,

Maria A. Steriti
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Mark Mac Adam
323 Barrett Road
* Bridgeport, NY 13030

March 18, 2004

FCC ¢hairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a con<erned individual, I am writing teo express my opposition to the
Department of Justice s reqguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to aliow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems around
gavernment eavesdropping. Tt is the eguivalent of the government requiring all
new homes he huilt with a peephole for Taw enforcement to Togk through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberatians, set up boundaries for how
the FBT can collect information hetween sources Tike phone csmpanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legistative process to alter that careful balance.

I understand that by requiring a master key to our persocnal cammunications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access our personal communicatiaons. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies shouléd have built—in
wiretapping. :

I look forward to hearing your thoughts on this matter.

Sincerely,

Mark T. Mac Adam
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Madelyn Skeuse
2316 Third Avenue
Spring Lake, NI 07762

March 18, 2404

FCC chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20354

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositian to the
bepartment of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Lengstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
hew homes be huilt with a peephole for law enforcement to Jook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betwesn sources like phone <ompanies and.data
sources like e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key toc our personal communicatians, the
government is <reating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhnackdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to appose the dangercus suggestion of the Gepartment of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

T lonok forward to hearing your thoughts on this matter.

Sincerely,

Madelyn A. Skeuse
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Rhiannon Ross

1603 Kasold Dr.
Lawrence, KS B7047

March 18, 2004

FCC Chajirmah Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & cancerned individual, I am writing to express my opposition to the
Department of Justice s request that ali new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Lengstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FEY is going far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Condress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources Tike phene companies and data
spurces like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  to access our personal communications. Past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity faor hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Rhiannon Ross




Jue 23 Mar 2004 10:45:46 AM EST F. 9
Marjorie Phipps Csborn

620 97th Ave.W #H3B
Bradenten, FL 34207

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW¥

Washington, DC 20554

FCC Cchairman Powell:

As a concerned individual, I am writing to express my copposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Provwiders and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to faorce the industry to actually build its systems around
government savescdropping. It is the squivalent of the government requiring all
new homes be built with a peephole for law enforcement to ltook through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jegislative process to alter that careful balance.

I understand that by reguiring a master Key to our personal communications, the
government is creating the very real pcotential for hackers and thieves or
even rogue gavernment agents  to access our personal communications. Past
efforts to provide this sort of backdoor =access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that sur new Internet communication technologies should have buiit-in
wiretapping. :

I look forward to hearing your thoughts on this matter.

Sincerely,

Marjorie Phipps Oshorn
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David Smith

2811 (Calle de Sonoro
Santa Fe, NM 87507

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DL 20554

FcC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all! new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these ewisting
powers by trying to forc<e the industry to actually build its systems around

- government savesdropping. It is the eguivalent of the gevernment requiring alil
new homes be huilt with a peephole for law enforcement to Tock through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBT can callect information betwsen sources like phene companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our persocnal communicaticns, the
governhment is <reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdeor access have not been successful and
only created a rich sppartunity for hackers.

Once again, I urge vou toc oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have buiit-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Stncerely,

David Smith
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Peter McCarter

8011 Bracken Ln.
Viera, FL 32340

March 18, 2004

FCC Chairman Michael Poweld
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As g concerned individual, I am writing to express my cppositicn to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretspping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephaone campanies to aliow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. It is the equiwvalent of the government reguiring alil
new homes he built with a peephole for law enforcement to laok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betwezen sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process tc alter that careful bhalance.

I understand that by reqguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rague government agents to access our personal commuhications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Cnce again, I urge you to oppose the dangercus suggestion of the Bepartment of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Jeok forward to hearing your thoughts on this matter.

Sincersly,

Feter B. Mclarter




